广西壮族自治区南溪山医院（广西壮族自治区第二人民医院）

**2025年度等保密保测评服务项目评分办法**

计分办法（按四舍五入取至小数点后二位）：

**一、价格分……………………………………………………………………………………满分30分**

（1）以进入评标的最低的评标报价为30分。

最低供应商评标报价金额

（2）供应商价格分 = ×30分

供应商评标报价金额

**二、技术方案分………………………………………………………………………………满分51分**

**1、测评团队实施人员(满分15分)**

（1）投标人为本项目配备的项目经理需具备信息/网络安全等级测评师证书（高级），同时持有以下资质证书：（每提供一份得1.5分，满分6分）

1.国家互联网应急中心颁发的网络安全能力认证证书；

2.中国信息安全测评中心颁发的注册信息安全专业人员（CISP）证书；

3.合格的商用密码应用安全性评估人员测评能力考核证书；

4.原创漏洞证明。

（2）拟投入本项目的实施人员（不含项目经理）持有以下资质证书：（每提供一份得1.5分，满分9分）

1.中国网络安全审查技术与认证中心颁发的信息安全保障人员认证证书（CISAW）；

2.中国信息安全测评中心颁发的注册数据安全治理专业人员证书（CISP-DSG）；

3.工业和信息化部教育与考试中心颁发的网络安全等保测评工程师（高级）证书；

4.中国信息安全测评中心颁发的注册渗透测试专家（CISP-PTS）证书；

5.中国网络安全审查技术与认证中心颁发的网络安全应急响应工程师证书；

6.国家互联网应急中心颁发的网络安全能力认证证书（CCSC）。

**注：响应文件中需提供拟投入项目的项目经理、实施人员等2025年内连续3个月的社保证明复印件及上述有效证书复印件，否则不计分。拟投入本项目的实施人员（不含项目经理）存在一人多证的情况，不重复计分，即按其中得分最高的计分。**

**2、技术、实施方案分(满分21分)**

由评标委员会在打分前根据采购需求的目标及要求，依据各投标人提供的测评技术方案设计的合理性及完整性确定各投标人所属档次并打分，不提供技术方案或不满足一档本项不得分。

一档（7分）：投标人提供的方案基本符合采购文件要求，与采购需求（非实质条款）有负偏离或漏项的，测评措施较能基本满足项目要求。

二档（14分）：在满足第一档的基础上，投标人提供的方案符合采购文件要求，较详细描述了项目测评实现方式，方案可行，具有一定的先进性。能较详细描述投入本项目测评的主要内容、采用的测评的标准和测评方法。

三档（21分）：在满足二档的要求基础上，投标人提供的方案，能详细描述投入项目的测评的主要内容，并加入设备配置、质量管理方案，且能提供优于项目需求的实施人员名单，进度目标表述明确具体，方案详细、切实有效，可操作性强，充分满足项目要求。

**3、售后服务方案（满分15分）**

由评标委员会在打分前根据采购需求的目标及要求，依据各投标人提供的售后服务方案设计的合理性及完整性确定各投标人所属档次并打分，不提供技术方案或不满足一档本项不得分。

一档（5分）：投标人承诺的服务内容、应急响应时间、重大活动应急支撑、组织措施、售后服务保障流程基本满足本项目需求。且投标人承诺为本项目投入信息/网络安全等级测评师（中级）1人，信息/网络安全等级测评师（初级）2人，商用密码应用安全性评估人员测评能力考核（合格）1人。（以上人员需在响应文件中提供证书复印件）

二档（10分）：在第一档的基础上，投标人加入售后服务质量保障措施、售后服务组织机构、应急保障方案等内容，且提供的售后服务方案规范性及标准化程度合理。且投标人承诺为本项目投入服务团队中至少包含信息/网络安全等级测评师（高级）1人，信息/网络安全等级测评师（中级）1人，信息/网络安全等级测评师（初级）2人，商用密码应用安全性评估人员测评能力考核（合格）2人，注册信息安全工程师证书（CISP）2人。（以上人员需在响应文件中提供证书复印件）。

三档（15分）：在第二档的基础上，投标人在售后服务方案中加入针对性的项目售后管理方案、培训方案、验收方案，且方案具体细致、全面、明确，管理方案规范性及标准化程度较高。且投标人承诺为本项目投入服务团队中至少包含信息/网络安全等级测评师（高级）2人，信息/网络安全等级测评师（中级）2人，信息/网络安全等级测评师（初级）4人，商用密码应用安全性评估人员测评能力考核（合格）3人，注册信息安全工程师证书（CISP）4人，网络安全服务能力评价证书（应急响应能力认证CCSS-R）2人，国家认证认可监督管理委员会认证认可技术研究所（CCAI）的内审员培训证书2人。（以上人员需在响应文件中提供证书复印件）。

**三、业绩及信誉分……………………………………………………………………………满分19分**

（1）投标人具备认证范围至少包含等级保护测评服务或商用密码应用安全性评估服务且在有效期内的ISO27001信息安全管理体系认证证书、ISO20000信息技术服务管理体系认证证书，每提供一份得2分；（满分4分）

（2）投标人具有中国合格评定国家认可委员会检验机构认可证书（CNAS）得4分；

（3）具有中国网络安全审查技术与认证中心颁发的信息安全风险评估服务资质证书的得3分。

（4）投标人具有与网络安全等级保护相关的“计算机软件著作权登记证书”，提供1份得1分，最高得3分。未提供不得分。

（5）投标人自2023年1月1日至今，每有一个等保测评或者商密评估相关案例得1分，最多得5分。（提供相关合同复印件或授权书加盖投标人公章）

注：以上资质或资格证书需加盖投标人公章。

**四、推荐及确定中标候选供应商原则**

（1）评标委员会根据综合得分由高到低排列次序，若得分相同时，按评标价由低到高顺序排列；若评标价仍相同时，分别按技术分、项目实施分、综合信誉及履约能力分、服务承诺分由高到低的顺序排列；若仍相同时，由评标委员会按照抽签的方式决定排次次序。

（2）评标委员会可推荐前三名为中标候选人，采购人应当确定评标委员会推荐排名第一的中标候选人为中标供应商。

（3）排名第一的中标候选人放弃中标、因不可抗力提出不能履行合同，或者招标文件规定应当提交履约保证金而在规定的期限内未能提交的，或因失信行为被取消中标候选人资格的，采购人可以确定排名第二的中标候选人为中标供应商，并依此类推。